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	Role Title:
	Security Consultant

	Report to (title):
	Head of Information Security



	BTS Overview

	BTS supports ABF business units (BUs)and provides Security Services covering 24/7 Managed Detection and Response, Security Engineering (DevSecOps), Governance Risk & Compliance and Consultancy.  This means that we get the opportunity to work internationally with a variety of businesses, traditional and emerging technology and solutions, so while we have a wide variety of these listed in our role profiles, we don’t expect you to be an expert in them all. Our teams are made up of great people with different levels of experience and we actively support development in a direction that works best for you. 



	Role Summary

	Reporting to the Security Consultancy Manager, Security Consultancy is responsible for the effective and ongoing engagement of BU Security teams to align BTS Security Services to BU strategies and plans.  leadership and management of Information Security services development to ABF Business Units (BUs)

Information Security Services development is engagement-led and is customer-facing to align strategies and plans and to deliver fit for purpose security services across a range of FMCG organisations globally.  Expertise in good Information Security practices, Operational Technology and Cyber Threat Intelligence is a must and underpins current capabilities.

The Consultancy team will scale to accommodate growth, cover and visibility for BTS and represents ABF centrally, where directed by the ABF Group CISO.




	Role Responsibilities/Accountabilities

	· Engaging and advising BU’s senior security stakeholders, providing them with relevant advice and guidance, demonstrating how Information and Cyber Security services add value to their business


	· Identifying internal and external opportunities and developing consultancy ways of working


	· Innovating and continuously improving existing security products/services as well as development of new products/services


	· Producing technical standards, best practices and delivering security function briefings to BU’s, Corporate Centre and BTS teams


	· Developing of skills and knowledge within the team and into the wider security teams


	· Maintaining a comprehensive BU profile and leverage Threat Intelligence to refine Security Risk Management techniques and Cyber Security improvements


	· Contributing to regionalised BTS operations









	Experience, Knowledge, Skills & Attributes

	Essential
	Desirable

	· Excellent knowledge of IT and OT technical environments and advising on relevant security controls covering people, processes and technology within large complex organisations 
	· Previous experience of operating at this level in an Information Security role

	· Expert understanding of information security standards and best practice including ISO 27001:2022 and the NIST Cyber Security Framework - Ability to understand and operate across multiple security models strategies and plans (e.g. ISO, CIS, etc.)
	· Industry recognised accreditation/certification in information security or risk management (e.g. CRISC, CISSP, CISM, CISA etc.).

	· Knowledge of current and emerging security trends and benefits
	· Desirable – College diploma or university degree in the field of computer science / information security

	· Ability to present and articulate technically complex work clearly to stakeholders in a variety of formats to different technical levels and audience types 
	

	· Self-motivated, self-disciplined, used to acting on own initiative and taking ownership 
	

	· Strong team player with ability to collaboratively deliver results -Demonstrable leadership and personnel/project management skills
	

	· Maintaining and developing relationships with BU security teams and the wider BTS teams 
	

	· Excellent customer engagement and service values 
	

	· Demonstrate the benefits of collaboration and alignment, leveraging the scale and capabilities of ABF

	




	Decision Making, Influence & Key stakeholders

	Ability to influence and lead cross-functional teams, at all levels, including matrix-managed teams



	Other Information

	Standard hybrid work pattern for BTS
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